**Chapter 1** **Security Governance Through Principles and Policies**

**THE CISSP EXAM TOPICS COVERED IN THIS CHAPTER INCLUDE:**

* ✓ Security and Risk Management (e.g., Security, Risk, Compliance, Law, Regulations, Business Continuity)
  + A. Understand and apply concepts of confidentiality, integrity and availability
  + B. Apply security governance principles through:
    - B.1 Alignment of security function to strategy, goals, mission, and objectives (e.g., business case, budget and resources)
    - B.2 Organizational processes (e.g., acquisitions, divestitures, governance committees)
    - B.3 Security roles and responsibilities
    - B.4 Control frameworks
    - B.5 Due care
    - B.6 Due diligence
  + F. Develop and implement documented security policy, standards, procedures, and guidelines

**CYBER SECURITY INFORMATION PAGES**

* [Business continuity (BCM)](https://www.itgovernanceusa.com/bc_dr)
* [Cyber incident response](https://www.itgovernanceusa.com/cyber-incident-response-management)
* [Cyber resilience](https://www.itgovernanceusa.com/cyber-resilience)
* [Cybersecurity](https://www.itgovernanceusa.com/cybersecurity)
* [Cybersecurity Maturity Model Certification (CMMC)](https://www.itgovernanceusa.com/cybersecurity-maturity-model-certification)
* [Cybersecurity Standards and Frameworks](https://www.itgovernanceusa.com/cybersecurity-standards)
* [ITIL®](https://www.itgovernanceusa.com/itil)
* [ISO 27001](https://www.itgovernanceusa.com/iso27001)
* [ISO 27002](https://www.itgovernanceusa.com/iso27002)
* [ISO 27701](https://www.itgovernanceusa.com/iso-27701)
* [IT governance](https://www.itgovernanceusa.com/it_governance)
* [IT standards](https://www.itgovernanceusa.com/standards)
* [NIST (National Institute of Standards and Technology)](https://www.itgovernanceusa.com/nist)
* [NIST CSF (Cybersecurity Framework)](https://www.itgovernanceusa.com/nist-cybersecurity-framework)
* [NYDFS Cybersecurity Regulation](https://www.itgovernanceusa.com/nydfs-cybersecurity-regulation)
* [PCI DSS](https://www.itgovernanceusa.com/pci_dss)
* [Penetration testing & ethical hacking](https://www.itgovernanceusa.com/penetration-testing)
* [Risk management](https://www.itgovernanceusa.com/erm)
* [The Sarbanes–Oxley Act (SOX)](https://www.itgovernanceusa.com/sarbanes-oxley)

**USEFUL LINKS**

* [Apply for a corporate account](https://www.itgovernanceusa.com/it-governance-corporate-account)
* [Speak to a cyber security expert](https://www.itgovernanceusa.com/speak-to-a-cyber-security-expert)
* [Speak to an ISO 27001 expert](https://www.itgovernanceusa.com/speak-to-an-iso-27001-expert)
* [Federal Cybersecurity and Data Privacy Laws Directory](https://www.itgovernanceusa.com/federal-cybersecurity-and-privacy-laws)
* [Cyber security green papers](https://www.itgovernanceusa.com/green-papers#Cyber_Security)
* [IT Governance USA blog](https://www.itgovernanceusa.com/blog)

<https://www.itgovernanceusa.com/cybersecurity-101-thank-you>
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